
 

The mission of Kelso Public Schools is to prepare every student for living, learning, and achieving success as a citizen of our changing world. 

Classified      Name:       
New Hire Checklist    First Day:       

 

                
 

Please turn the following items in to Human Resources at the start of your 
orientation appointment. 

***DO NOT PRINT DOUBLE SIDED*** 
� I-9 Employment Eligibility Form – Please provide appropriate documents from the list of acceptable 

documents 

� W-4 Form – Must bring your Social Security card for legal name verification (complete OR W-4 if Oregon 
resident – it is at the end of the packet) 

� Direct Deposit Authorization Form – Must bring voided check or direct deposit information printed from 
online banking 

� Fingerprinting Payroll Deduction Authorization Form 

� MMR Immunization Verification 

� Emergency Contact Form 

� Acceptable Use Procedures and Agreement (keep procedures for your own records) 

� Verification of Professional Employment (one for each previous School District you have been employed 
by) 

� WA State Sexual Misconduct Disclosure Release (one for each previous School District you have been 
employed by or if no previous school district experience, check the “No Previous Experience” box) 

� Fingerprint card 

� Official Transcripts (Must have degree conferral date for AA/BA wage increase). If sending electronic 
official transcripts, please email to krista.mason@kelsosd.org 

� Safe Schools Module Completion (HR to verify. Please do not print certificates) 



















—Submit this form to your employer—

19612401010000Oregon Department of Revenue

2024 Form OR-W-4

Oregon Withholding Statement and Exemption Certificate

Office use only

Page 1 of 1, 150-101-402 
(Rev. 08-18-23, ver. 01) 

Employer name

Employee signature (This form isn’t valid unless signed.)

Social Security number (SSN)

Federal employer identification number (FEIN)

Date

Address

Employer address

City

City

State

State

ZIP code

ZIP code

Note: Your eligibility to claim a certain number of allowances or an exemption from withholding may be subject to review by the 
Oregon Department of Revenue. Your employer may be required to send a copy of this form to the department for review.

1.	 Select one:	 Single	 Married	 Married, but withhold at the higher single rate.
		  Note: Select “Single” if you’re married but legally separated or your spouse is a non-U.S. citizen without permanent resident status.

2.		  Allowances. Total number of allowances you’re claiming on line A4, B15, or C5. 
		  See worksheets in the instructions. If you skip the worksheets and aren’t exempt, enter 0.............. 2.

3.		  Additional amount, if any, you want withheld from each paycheck....................................................... 3.

4. 		  Exemption from withholding. I certify my wages are exempt from withholding and I meet 
		  the conditions for exemption as stated on page 2 of the instructions. Complete both lines below:
		  • Enter your exemption code. (See instructions)..................................................................................  4a.
		  • Write “Exempt”.................................................................................................................................... 4b.________________________

Sign here. Under penalty of false swearing, I declare the information provided is true, correct, and complete.

First name Last nameInitial Redetermination

Employer use only.

– –

.00





KELSO SCHOOL DISTRICT 
PAYROLL DEDUCTION AUTHORIZATION 

WASHINGTON STATE PATROL FINGERPRINT CHECK 

Employee Name 

Address 

Position 

I hereby authorize the Kelso School District to deduct from my first pay warrant the amount 
of $ 50.00   as reimbursement to the Kelso School District Business Office which will 
issue payment on my behalf to the Washington State Patrol for a fingerprint check, which is 
a condition of employment for the position I have applied for at Kelso Schools. 

If I have not received enough pay within 60 days to allow for reimbursement through payroll 
deduction, I understand that I will receive an invoice from the Kelso School District Business 
Office for the amount owing. 

Employee Signature Date 

 ------------------------------------------- For Office Use Only -------------------------------------------- 

APPROVED BY: DATE: 

GENERAL LEDGER:   L 619 CHECK NO.: 

Payroll Deduction Processed: Business Office Invoice Sent: 

Payment Received:  



 
   Kelso School District 
   601 Crawford St. 
   Kelso, WA 98626 
   (P) 360-501-1900 
   (F) 360-501-1950 

 
 
 
 

Measles (Rubeola) Immunization Verification 
 

Please complete this form and return it to Human Resources along with your attached 
proof of vaccination.  You may provide copies of immunization records or Physician 

statements. 
 

 
Employee Name:  
 

 

Work Location:   
 

 

 
 
I certify that I: 
 

 Was born BEFORE 1957 and am considered to be naturally immune. 

 Have received the Measles (Rubeola) immunization – PLEASE ATTACH PROOF FROM 
A MEDICAL PROFESSIONAL (REQUIRED). 
 

 Cannot locate my immunization records but have had a positive Measles (Rubeola) Titer 
– PLEASE ATTACH PROOF FROM A MEDICAL PROFESSIONAL (REQUIRED). 
 

 Have not been vaccinated and understand that if a case of the measles is reported I may 
not return to work for 21 days from the last reported case and I also understand that I 
will only be able to use my personal leave or vacation leave for the time that I would not 
be permitted to work. 
 

 Choose not to provide proof of immunization and understand that if a case of the measles 
is reported I may not return to work for 21 days from the last reported case and I also 
understand that I will only be able to use my personal leave or vacation leave for the time 
that I would not be permitted to work. 

 
 
 
              
Employee’s Signature      Date 



 
    
 Emergency Contact Information 

 
 
 
 
 
 
 
Name:          Date:        
    (Please Print) 
 
Building:           Position:        
 
Home Phone:        Cell Phone:        
 
                              

 
Doctor:         Phone:        
 
Known Medical Conditions/Concerns:           

              

              

               

 

Emergency Contacts 

Name:           Relationship:       

Home Phone:                   Alternate Phone:       

 

Name:           Relationship:       

Home Phone:                   Alternate Phone:       

 

Name:           Relationship:       

Home Phone:                   Alternate Phone:       

 

 

 
 



Kelso School District Acceptable Use Procedures – STAFF  
 
Kelso School District is pleased to provide staff access to computers, email, Google 
Resources/Gsuite account and network resources. This document contains the Acceptable Use 
Procedures for using these resources. Users of these resources are responsible for their actions 
and are expected to review and understand the procedures in this document.  
 

Network  
The district network includes wired and wireless devices and peripheral equipment, files and 
storage, email, Gsuite account and online content. The district reserves the right to prioritize the 
use of, and access to, the network. All use of the network must support education and research 
and be consistent with the mission of the district. The district network has not been established 
as a public access service or a public forum. Users are expected to follow the rules set forth in 
Kelso School District Acceptable Use Procedures, Washington State K-20 Network Conditions 
of Use and Acceptable Use Policies 
(​https://k20wa.org/about/conditions-of-use-acceptance-policies/​), and federal and state laws in 
the use of the district network. Any use of the network to access sources beyond the district 
network must conform to the Acceptable Use Policies of those other sources.  
 

Network Access/ District email 
1. Staff who have a signed Kelso School District Acceptable Use Agreement on file with the 

district will have access to the Internet.  
2. Staff are granted appropriate KSD-related accounts by Human Resources upon hiring. 

The staff member must sign a Kelso School District Acceptable Use Agreement and 
have it recorded by the Human Resources department to be granted access to all types 
of technology accounts. 

3. Staff members will use their district e- mail account for all job related communications.  
4. A District email address is public information and will be released as appropriate under 

the Public Disclosure laws.  
5. If users receive unsolicited email messages (spam) containing inappropriate material 

they will delete those messages within one working day.  
6. Users will not forward email chain letters or engage in “spamming”. Spamming is 

sending an annoying or unnecessary message to a large number of people.  
7. Users will check their email frequently, delete unwanted messages promptly, and 

maintain a high level of vigilance in recognizing and not engaging in responding to 
phishing attempts or scammer emails. 

8. Users should respect the privacy of those they correspond with before forwarding a 
message sent to them.  

9. Users should be aware that email is inherently not secure. Confidentiality breaches are 
possible, if not likely.  

10. It is acceptable to add your KSD email to a personal device, i.e. mobile phone. Be aware 
that if you have KSD email synced to your mobile phone, or other personal device, in 

https://k20wa.org/about/conditions-of-use-acceptance-policies/


event of a legal investigation your device can be subpoenaed and searched by law 
enforcement. Your device could also be susceptible to public records requests. 
 

Use of Personal Electronic Devices  
Use of personal mobile devices on KSD’s network is not recommended. Personal computers 
are not allowed. Understand that any personal device connected to KSD’s digital resources may 
be susceptible to public records requests. Also, please understand that the intent of KSD’s 
network is for education, and connecting personal devices to it can take up valuable resources. 
 

Acceptable network use by district staff includes:  
1. Creation of files, digital projects, videos, web pages, social media sites, and podcasts 

using network resources in support of education and research; Any web pages posted 
on behalf of the Kelso School District must comply with building and district standards as 
explained in District Web Page Authoring Procedures.  

2. Accessing the Internet, participation in online communities and communicating through 
email and online in support of education and research; All online postings or comments 
should be moderated by the owner and are subject to monitoring by district personnel.  

3. With parental permission, the online publication of original educational material, 
curriculum related materials and student work, images and videos.. Sources outside the 
classroom or school must be cited appropriately.  

4. Instant messaging or video conferencing (i.e.Zoom/Google Meet) for educational 
purposes. 

5. Staff use of district technology resources for incidental personal use in accordance with 
all district policies and procedures.  

 
Unacceptable network use by district staff includes but is not limited to:  

1. Personal gain, commercial solicitation and compensation of any kind;  
2. Actions that result in liability or cost incurred by the district;  
3. Downloading, installing and use of applications  without permission or approval from the 

KSD Technology Department;  
4. Downloading large files. If necessary these files can be downloaded during non-peak 

times such as after the school day.  
5. Support for or opposition to ballot measures, candidates and any other political activity;  
6. Hacking, cracking, vandalizing, the introduction of malware and other malicious entities 

and changes to hardware, software and monitoring tools, or any action that would 
degrade or disrupt system performance, individual devices, servers, or the network; 

7. Unauthorized access to other district computers, networks and information systems; This 
includes attempting to log in through another person’s account or access another 
person’s files or resources.  

8. Cyber-bullying, threats, hate mail, defamation, harassment (any kind of discriminatory 
jokes and remarks), and use of inappropriate or offensive language;  

9. 9. Information posted, sent or stored online that could endanger others (e.g., bomb 
construction, drug manufacturing);  



10. It is illegal to use the Kelso School District network to engage in any illegal act, including 
but not limited to, arranging for a drug sale or the purchase of alcohol, threatening the 
safety of persons, etc.;  

11. Accessing, uploading, downloading, storage and distribution of obscene pornographic or 
sexually explicit material on district computers regardless whether accessing the Internet 
at school or home; Staff will not use the District network or District devicesto access 
material that is profane or obscene, (that has adult oriented sexual content, such as 
depictions of sexual activity and nudity), that advocates illegal acts, or that advocates 
violence or discrimination towards other people (hate literature) based on their race, 
national origin, gender, religion, age, disability, or sexual orientation. A person who 
knowingly possesses visual or printed matter depicting a minor engaged in sexually 
explicit conduct is guilty of a Class C felony according to Washington RCW 9.68A.070. 
Distributing obscene materials on the Internet is also a crime under U.S. laws. If staff 
members mistakenly access inappropriate information, they should contact the Kelso 
School District IT Department. This will protect them against a claim that they have 
intentionally violated the procedures.  

12. Attaching unauthorized devices to the district network; Any such device will be 
confiscated and additional disciplinary action may be taken.  

13. It is illegal to steal or vandalize data, equipment, or intellectual property. The district will 
not be responsible for any damages suffered by any user, including but not limited to, 
loss of data resulting from delays, non-deliveries, mis-deliveries or service interruptions 
caused by his/her own negligence or any other errors or omissions. The district will not 
be responsible for unauthorized financial obligations resulting from the use of, or access 
to, the district's network or the Internet.  

 
Student Safeguards  

1. Student work may be published online unless a non-disclosure form is submitted by 
parent or guardian. Published student work must not divulge personal information unless 
the online platform is private and secure.  

2. Individual, group (10 or more) and action photos (video or still) and audio clips in which 
students are not identified by name may be published on district, school, and classroom 
web and social media pages.  

3. Pictures which identify students by name may be published on district, school, and 
classroom web pages and social media unless a non-disclosure form is submitted by 
parent or guardian.  

4. Web and social media pages may not include a student's phone number, address, 
names of other family members, or names of friends. Teachers will monitor student 
postings to ensure this type of information is not disclosed.  

5. Published email addresses are restricted to staff members or to a general address for 
forwarding to a staff member. Web or social media pages may not contain any student 
email address links or any other type of direct-response links.  

6. Web or social media pages may not include any information which indicates the physical 
location of a student at a given time without written parental consent.  



7. If students encounter dangerous or inappropriate information or messages while using 
the Internet, they should notify the appropriate school authority.  

 
Filtering and Monitoring  

Filtering Software is used to block or filter access to visual depictions that are obscene and all 
child pornography in accordance with the Children's Internet Protection Act (CIPA). Other 
objectionable material could be filtered. The determination of what constitutes "other 
objectionable" material is made at the district level. Various levels of filtering may be applied to 
the user based on that user’s individual network profile.  
 

1. Filtering software is not 100 percent effective. While filters make it more difficult for 
objectionable material to be received or accessed, filters are not a solution in 
themselves. Every user must take responsibility for his/her use of the network and 
Internet and avoid objectionable sites;  

2. Any attempts to defeat or bypass the district's Internet filter or conceal Internet activity 
are prohibited (e.g., proxies, https, special ports, “private” browsing sessions, 
modifications to district browser settings and any other techniques designed to evade 
filtering or enable the publication of inappropriate content);  

3. Email inconsistent with the educational and research mission of the district will be 
considered SPAM and blocked from entering district email boxes;  

4. The district will provide appropriate adult supervision of Internet use. The first line of 
defense in controlling access by minors to inappropriate material on the Internet is 
deliberate and consistent monitoring of student access to district devices;  

5. Staff members will be diligent in protecting students from viewing objectionable online 
content that may be inadvertently accessed when using the staff level of Internet filtering 
to search for educational materials.  

6. Staff members who supervise students, control electronic equipment, or have occasion 
to observe student use of said equipment online, must make a reasonable effort to 
monitor the use of this equipment to assure that student use conforms to the mission 
and goals of the district; and staff must make a reasonable effort to become familiar with 
the Internet and to monitor, instruct and assist effectively.  

 
Use of Social Media  

1. Social media is defined as any form of online publication or presence that allows end users to  
engage in multi-directional conversations in or around the content on the website.  
2. Any employee creating a Professional Social Media Site must first submit a “Request to  
Administer a Professional Media Site” application with the building principal or department 
supervisor and adhere to the guidelines within that document.  
3. All employees must represent themselves professionally when publishing via social media.  
4. Confidential information will not be shared/posted.  
5. When using social media for personal purposes, employees should be aware that what is  
posted online may be viewed by unintended audiences such as colleagues, parents and 
students.  



6. Employees shall take advantage of privacy options available to them.  
7. If unprofessional/inappropriate social media content is brought to the attention of 
administrators, disciplinary action may be enforced.  
 

Copyright  
Downloading, copying, duplicating and distributing software, music, sound files, movies, images 
or other copyrighted materials without the specific written permission of the copyright owner is 
generally prohibited. However, the duplication and distribution of materials for educational 
purposes is permitted when such duplication and distribution falls within the Fair Use Doctrine of 
the United States Copyright Law (Title 17, USC) and content is cited appropriately.  
 

Ownership of Work  
All work completed by employees as part of their employment will be considered property of the 
district. The District will own any and all rights to such work including any and all derivative 
works, unless there is a written agreement to the contrary. All work completed by students as 
part of the regular instructional program is owned by the student as soon as it is created, unless 
such work is created while the student is acting as an employee of the school system or unless 
such work has been paid for under a written agreement with the school system. If under an 
agreement with the district, the work will be considered the property of the District. Staff 
members must obtain a student's permission prior to distributing his/her work to parties outside 
the school.  
 

Network Security  
Passwords are the first level of security for a user account. System logins and accounts are to 
be used only by the authorized owner of the account for authorized district purposes. Staff are 
responsible for all activity on their account and must not share their account password. Staff 
members should notify the system administrator if they identify a possible security problem.  
 
The following procedures are designed to safeguard district user accounts:  

1. Change passwords according to district policy;  
2. Do not create easily guessed passwords (last name, password, admin, etc.);  
3. Do not use another user's account;  
4. Do not insert passwords into email or other communications (unless it is a temporary pw 

associated with a pw reset or new account creation);  
5. Do not write down any passwords.;  
6. Do not store passwords in a file without encryption; . Lock the screen or log off if leaving 

the computer.  
 

Student Data is Confidential  
District staff must maintain the confidentiality of student data in accordance with the Family 
Educational Rights and Privacy Act (FERPA). In keeping with the Children’s Online Privacy 
Protection Act (COPPA), students under 13 will not be given access to online accounts without 
parent permission. The Student AUP covers any tools that are listed in the Student Handbook. 



Prior to utilizing an online service that requires student accounts, teachers should review their 
privacy policies, or privacy ratings on sites such as Common Sense Media. 
 

No Expectation of Privacy/Search and Seizure  
The district provides the network system, email, G-Suite account, and Internet access as tools 
for education and research in support of the district's mission. The district reserves the right to 
monitor, inspect, copy, review and store without prior notice information about the content and 
usage of: 
  

1. The network;  
2. User files and disk space utilization;  
3. User applications and bandwidth utilization;  
4. User document files, folders and electronic communications including Google Drive files;  
5. email;  
6. Internet access;  
7. Any and all information transmitted or received in connection with network and email 

use, including personal devices that any user has connected to the KSD network in 
violation of this AUP.  

 
No user should have any expectation of privacy when using the district's network. Routine 
maintenance and monitoring of the Kelso School District network may lead to discovery of 
violations of these procedures or the law. An individual search will be conducted if there is 
reasonable suspicion that a user has violated these procedures or the law. The investigation will 
be reasonable and related to the suspected violation.  
 
The district reserves the right to disclose any electronic communications to law enforcement 
officials or third parties as appropriate. All documents are subject to the public records 
disclosure laws of the State of Washington.  
 

Disciplinary Action  
All users of the district's electronic resources are required to comply with the district's policy and 
procedures and agree to abide by the provisions set forth in the district's user agreement. 
Violation of any of the conditions of use explained in the district's user agreement, Electronic 
Resources policy or in these procedures could be cause for disciplinary action, including 
suspension or expulsion from school and suspension or revocation of network and 
deviceaccess privileges. In the event there is a claim that a staff member has violated these 
procedures in their use of Kelso School District technology, that person will be provided with a 
written notice of the suspected violation and an opportunity to present an explanation before a 
neutral administrator.  
 
 



   KELSO SCHOOL DISTRICT   
Acceptable Use Agreement – STAFF 

I have read the Kelso School District Acceptable Use Procedures.  I agree to follow the rules 
contained in these procedures.  I understand that if I violate the rules, I may face disciplinary 
action. 

 

I herby release Washington State K-20 network, Kelso School District, its personnel, and any 
institutions with which it is affiliated from any and all claims and damages of any nature arising 
from my use of, or inability to use, the Kelso School District network, including, but not limited 
to claims that may arise from the unauthorized use of the system to purchase products or 
services. 

 

I will consider my password as confidential information that is not to be shared with anyone else 
including relatives, students, educators and/or members of the general public. 

 

              

Staff Member Signature    Printed Name of Staff Member 

 

              

Date of Signature     School Building Name 

 

** Email accounts: 

For individual accounts, your email address will be:  firstname.lastname@kelsosd.org  

My role in the Kelso School District is:  (please check 1 box) 

□  Certificated Staff Member 

□  Classified Staff Member 

□  Substitute Staff Member 

 
 
 

 

mailto:firstname.lastname@kelsosd.org


 

The mission of Kelso Public Schools is to prepare every student for living, learning, and achieving success as a citizen of our changing world. 

Verification of Employment - Classified 
Date:         Previous District/Employer:      
Employee Name:       Employer Address:       
Employee Signature:       Last 4 of Social Security Number:     
Date of Birth:        Dates of Previous Employment:      
The above listed person has been hired by the Kelso School District. In order to meet payroll and state audit 
requirements, we must have official verification of experience on file. Please complete the information listed below 
and return to Kelso School District – Human Resources by doing one of the following… 

• Mail the completed form to 601 Crawford St. Kelso, WA 98626 
• Fax the completed form to 360-501-1950 
• Email the completed form to Krista Mason at krista.mason@kelsosd.org  

The placement of the above named employee on our salary schedule is pending your response. Please respond as 
soon as possible. 
 
PLEASE LIST EACH POSITION HELD INDIVIDUALLY: (if you need additional space, please attach a second sheet) 

Start 
Date 

End Date Position Held 

   
   
   
   
   
   
   
   
   
   

 

Sick leave balance to transfer:     Hours    Sick leave used since January 1 of the current year:                 Hours 
 

Sick leave balance to transfer includes:    Hours earned this school year 
 
 
                                           
Signature of District Official   Date  Title           Email Address 

mailto:krista.mason@kelsosd.org


 FORM SPI 1588 (Rev. 7/17) 

 

 
 

 WASHINGTON STATE SEXUAL MISCONDUCT 
 DISCLOSURE RELEASE 
 
 (District Submits This Form to Previous School District Employer(s)) 

 
To: SCHOOL DISTRICT EMPLOYER 

      
☐ No prior 
school district 
employment 

PERSONNEL DEPARTMENT 

      
STREET ADDRESS 

      
 

CITY, STATE, ZIP 

      
 

 FAX # 

      
 

 
The named applicant is under consideration for a position in our district.  The Legislature has determined that additional 
safeguards are necessary in the hiring of school district employees to ensure the safety of Washington’s school children.  
The individual whose name appears below has had previous employment with your organization.  As a former employer, 
we request you provide the information requested on this form within 20 business days as required by state law (RCW 
28A.400).  Sexual misconduct definitions are found in WAC 181-87 and WAC 181-88.  Your assistance is appreciated. 
 

APPLICANT’S NAME (FIRST, MIDDLE, LAST) 

      
FULL NAME WHEN LAST EMPLOYED WITH ORGANIZATION 

      
SOCIAL SECURITY NUMBER 

      

CERTIFICATE NO. 

      
APPROXIMATE DATES OF EMPLOYMENT 

      
POSITION(S) 

      
 
I authorize you to release to the school/district listed below, all information related to any acts of sexual misconduct that 
the school district has made a determination that there is sufficient information to conclude that the abuse or misconduct 
occurred and that the abuse or misconduct resulted in the employee’s leaving his or her position at the school district.  
Such information includes copies of all related documents, including any rebuttal documents, in personnel, investigative or 
other files, in accordance with RCW 28A.400.  I release the above employer and employees acting on behalf of the 
employer from any liability for providing information described in this document. 

Applicant Signature  Date 

 

This section to be completed by former school district employer(s) only. 
☐ No sexual misconduct materials were found. 
☐ Yes, sexual misconduct materials are available. 

 Please contact for more information. 
☐ No record of employment 
 

 
Was a complaint of sexual 
misconduct filed with OSPI?  
☐ Yes ☐ No 

       

Former Employer Representative Signature  Title  Date  

 
 

Employing School Receipt Date: 
 

Received By: 
 

 

Return all completed information to: 
 SCHOOL DISTRICT 

      
 ADDRESS 

      

PHONE 
      

 STATE ZIP 

            

FAX 
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